UBUNTU

## Apache 2.2.4

Cross-site Scripting

Remote System Exploit

<http://www.senseofsecurity.com.au/advisories/SOS-10-002-pwn-isapi.cpp>

## PHP 5.0

Remote Integer Overflow Vulnerability

Drupal

<http://www.hardened-php.net/advisories/012004.txt>

## phpBB 2.0.6 search id sql injection MD5 HASH REMOTE EXPLOIT

## SSH - OpenSSH\_4.6p1 Debian-5ubuntu0.6, OpenSSL 0.9.8e

<http://www.exploit-db.com/exploits/137/>

<http://www.securityfocus.com/archive/1/496927>

**OpenSSH X11 Cookie Local Authentication Bypass Vulnerability**

<http://www.securityfocus.com/bid/25628/discuss>

**OpenSSH <= 4.3 p1 (Duplicated Block) Remote Denial of Service Exploit**

(this one is 4.3p1)

<http://www.exploit-db.com/exploits/2444/>

## MySQL - 14.12 Distrib 5.0.45

**MySQL MyISAM Table Privileges Secuity Bypass Vulnerability** <http://www.securityfocus.com/bid/29106/discuss>

## Postfix SMTP - 2.5.4

DOS Exploit

<http://www.exploit-db.com/exploits/6472/>

## Dovecot POP3/IMAP - 1.0.5

SQL Server

<http://www.microsoft.com/technet/security/advisory/961040.mspx>

WINDOWS

## Internet Information Services (IIS) - HTTP & FTP

## Exchange Server 2003 - SMTP, POP3, IMAP, NNTP

## SQL Server 2005 - MSSQL